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Abstract: The recent reformation of 11 Gp as the RAF Multi–Domain Operations (MDO) Group has refocused efforts to understand, conceptualize and execute the integration of air, space and cyber capabilities. This article explores the path to deliver the renewed vision of 11 Gp, considering current doctrine, future doctrine, and concept development. In parallel, it seeks to understand how adversaries think about MDO. Finally, it applies one of the MDO models being explored by the USAF and applies it to the actions of 11 Gp during the Battle of Britain. There are many contemporary debates with respect to the way ahead for MDO and the future operating landscape, in considering these as well as the legacy of 11 Gp it is hoped that critical analysis and exploration of multiple concepts will assist the RAF in developing a coherent multi–domain operations strategy.
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Introduction

On 11 July 2018, the Chief of the Air Staff, Sir Stephen Hillier, announced the re-formation of 11 Gp as the RAF Multi-Domain Operations (MDO) Group responsible for the integration of air, space and cyber domains. The Air Chief Marshal described the original Group as ‘an early demonstration of the power of multi-domain capability’, capable of ‘fusing aircraft, communications and decision makers across domains to deliver effects.’ 11 Gp under the umbrella of Fighter Command did play a pivotal role in the defence of London and the South East of England employing a combination of capabilities in order to bring clarity from complexity for decision makers. On 1 November 2018, a ceremony at RAF High Wycombe reformed No. 11 Gp, with Air Marshal Stuart Atha, Deputy Commander Operations commenting, ‘We live in dangerous times and are being challenged in the air, space and cyber domains. This multi-domain threat demands a multi-domain response and that is at the heart of the 11 Group mission.’ During the Battle of Britain the actions of Fighter Command and specifically 11 Gp, with the Dowding System within it serve as a powerful reminder of the importance of historical reflection. In this instance, with hindsight the employment of capability and strategy led by Dowding and Park reflect some of the contemporary components of emerging MDO concepts. For we must not forget, ‘if there is one attitude more dangerous than to assume that a future war will be just like the last one, it is to imagine that it will be so utterly different that we can afford to ignore all of the lessons of the last.’

The path to deliver the renewed vision of 11 Gp should stretch further than current doctrine on ‘cross-domain synergy’ and ‘Joint Action’, extending into future doctrine, concept development and the enhancement of professional education and training. In addressing these issues, this paper seeks to provide a more thorough understanding of UK higher-level concepts as they relate to current MDO thinking as well as an appreciation of how our adversaries see the future operating landscape. This will likely assist the RAF and the contemporary 11 Gp in their development of current and future MDO doctrine and concepts. Furthermore, a thorough consideration of the UK interpretation of MDO, contrasted with the 6-domain construct taught by the Multi-Domain Operational Strategist (MDOS) Concentration at the USAF Air Command and Staff College (ACSC) will provide a contemporary model for analysis. Significantly, when analysed through the legacy of select Fighter Command and specifically 11 Gp activities, critical assessment and discussion may assist the RAF in developing a coherent multi-domain operations strategy. Finally, assessing and understanding 11 Gp actions, the utilisation of the Electromagnetic Spectrum, manoeuvre in the air domain as well as decision making conditions will provide useful insight. Even more useful when compared to Luftwaffe actions, reactions and decisions. In order to set the context, understanding a common set of definitions and a common lexicon will provide the foundation for more detailed and focused conceptual efforts.

First, in understanding the contemporary environment, the current debate in the US and UK is focused on how a nation’s armed force can operate in a complex, contested, chaotic environment against peer adversaries, recognising that actions in one domain can and will
have multiple effects in others. The characterisation of the contemporary problems faced is not radically different from the environment in 1940. Complex contemporary questions range from ‘What is a domain?’, ‘What is multi-domain?’, ‘What are domain dependencies?’, ‘Can airmen recognise domain dependencies?’, ‘How can vulnerabilities be exploited?’, ‘How do forces manoeuvre in an MDO environment?’, ‘How do you construct MDO plans and strategies?’, and ‘How do you win in an MDO battle?’ While contemporary discussion centres on Command and Control within the MDO environment, the conceptual foundations have yet to fully mature. MDOS teaches the concept of a Continuum of Domains, with a domain defined as ‘Critical macro maneuver space whose access or control is vital to the freedom of action and superiority required by the mission’. This focuses on MDO as the interdependency of the Electromagnetic Spectrum (EMS), space, air, land, maritime and human domains; or ‘continuum of integrated and interdependent domains’, as defined by the MDOS Program Director, Dr Jeff Reilly.

This continuum relies upon the notion of 6 domains, with cyber being encompassed into an EMS domain, alongside space, which enables the more traditional domains, with the ultimate goal of impacting the human domain (the 6th domain). Figure 1 refers. This is a concept that has been at times and partially understood and executed periodically throughout history in some form or another and extends beyond the notion of Joint operations and Joint warfare. The case study presented in the later part of this paper; focused on the Battle of Britain, embodies many of the key elements of the continuum of domains. Whilst some of the technologies had not been created in 1940, such as space, historical reflection shows that, maybe unknowingly, Fighter Command approached the Battle as a multi-domain problem.

The concept of a continuum requires critical thinking to deliver effects from, and in, domains, considering and predicting the 1st, 2nd and 3rd order effects of actions and interdependencies, ultimately forcing an adversary to make decisions he would not normally make. Most importantly, it presents opportunities to decision-makers, offering a flexible, adaptive, responsive approach to adversary actions or likely actions that have become more and more unpredictable and non-traditional in scope. Delivering the conceptual art of MDO requires the selection, development and education of specialised personnel capable of
using ‘combinations of domains to achieve access, control, or destruction of the adversary’s interdependence between domains in order to accomplish operational goals.’

In considering the MDOS approach, before considering the historical perspective, we must first consider current doctrinal definitions. In the US and UK, there are currently no agreed definitions of ‘domain’ and ‘MDO.’ The definition of a domain does not appear in US Joint Publications, while Multi-Domain in USAF conceptual language within the Air Force Future Operating Concept does not extend beyond air, space and cyberspace combined with command and control. The concept of the continuum of domains extends beyond this interpretation. It sees cyberspace as incorporated into the electromagnetic spectrum. US doctrine defines the electromagnetic spectrum as a ‘physics-based manoeuvre space essential for control during all military operations.’ The EMS is vital to the enablement of space operations (communications links, Positioning Navigation and Timing GPS-guided munitions, intelligence collection, indicators and warnings), which also directly support air, land and maritime operations. Space includes the earth’s ionosphere, magnetosphere and, according to US Joint doctrine, ‘electromagnetic radiation, charged particles, and electric and magnetic fields are the dominant physical influences.’ The land, maritime and air domains are relatively self-explanatory as the traditional physical dimensions of military operations, built upon with the traditional air, maritime and land services.

Importantly, specialized expertise about each domain should not be seen as equal ownership and control should not be assumed. This stems from the use of the term domain, which itself has links to the term dominance and in broad terms indicates sovereign ownership. Historically, this has been linked to control of land territory, however control of the air, maritime and more recently space and cyber domains presents unique challenges such as environmental conditions, complexity linked to the idea of ownership and access and variations in the use of physical and virtual effects. If we consider the aims and objectives of the Luftwaffe and the RAF, both sought to achieve localized air superiority, in essence seeking to control the air domain. The RAF however, was dominant in the EMS domain. Finally, in this new MDO thinking, the expansion from 5 domains to 6 is a departure from current US doctrine yet should feel very familiar.

The human domain has featured in warfighting for centuries. US AP 3-0 states, ‘Fundamentally, all war is about changing human behavior. It is both a contest of wills and a contest of intellect between two or more sides in a conflict, with each trying to alter the behavior of the other side.’ Yet no clear definition of the human domain exists. The MDOS continuum of domains concept sees all of the 5 other domains directly impacting the human domain, specifically ‘leadership, organizations, and populations in the environment, including their decision making, support, perceptions and behavior.’ Through the employment of the strategies of ‘deter’, ‘compel’ and ‘suasion’, winning the contest of wills in the human domain is the only true measure of victory, creating multiple dilemmas for the adversary to attempt to cope with in an attempt to push the enemy into paralysis. This contest of wills was prevalent during the Battle
of Britain. Both German and British leadership, as is outlined later, sought to alter behaviors through the employment of capability such as the Dowding system, novel techniques, such as a move from the Big Wing concept and collaborative decision-making and situational awareness seen inside 11 Gp. What then does current UK doctrine offer with regard MDO?

In current UK doctrine, in the absence of the definition of a domain and a clear definition of MDO, it states that the 5 operating domains are air, land, maritime, cyber and space, underpinned by information. Within the information space, activity occurs in the physical, virtual and cognitive domains. A draft NATO definition for a domain is ‘Discrete spheres of military activity within which operations are undertaken to achieve objectives in support of the mission.’ Current and past UK doctrine uses language such as ‘Cross-Domain Operations,’ ‘Integrated Action,’ ‘Full Spectrum Operations’ and ‘Joint Action.’ All have varying definitions, some only applying to a single domain. There are undoubtedly elements of the MDO concept in each of these, but none considers or outlines a clear definition of MDO and its components. It is the recent Joint Concept Note 1/17 that provides the best insight into current and UK thinking on MDO-like concepts. From the outset, the narrative highlights the impetus for novel approaches in order to prepare and respond to adversary threats. The focus is on the interdependencies between domains; ‘the future force will increasingly need to integrate information and physical activities across multiple domains’ that are equally important. JCN 1/17 provides deeper analysis of each of the domains and within this are some encouraging aspects.

In considering the Cyber domain, JCN 1/17 recognises that Cyber and Electromagnetic activities (CEMA) are interdependent, and adversaries will seek to gain advantage using CEMA in all other domains. It also recognises that the freedom to use parts of cyberspace and the EMS will offer ‘significant competitive advantage.’ This will rely on educated planners and operators capable of integrating CEMA effects and actions, while being able to operate in contested and degraded conditions. In moving towards a clearer UK understanding of MDO, the EMS domain must be at the centre of any future strategy. UK Joint Doctrine Note 1/18 provides further insights into the UK’s approach in this domain. The UK CEMA vision provides a positive indication of what will be; ‘synchronisation and coordination of cyber and electromagnetic activities, delivering operational advantage.’ However, a finalised CEMA policy does not currently exist. Any such policy should resist delineating between cyber and EMS, and instead take the opportunity to evolve the concept of a separate cyber domain into an EMS domain in which CEMA happen.

The US has discussed considering EMS to be a domain in its own right. Indeed, the U.S. Navy recently took the unprecedented step of doing just that. In its recognition of EMS, described as ‘electronic systems, subsystems, devices, and equipment that depend on the use of spectrum to properly accomplish their function,’ it has begun to advance the conversation. There are now senior members of the military and Congress who argue, that, by focusing just on the cyber domain, the US has lost its way in the EMS sphere and must
find a way back. As Congressional Representative Don Bacon, (a member of the House Armed Services Committee) has repeatedly said, 'We need to be clear that electronic warfare, the electromagnetic spectrum, is indeed a physical domain. It is a separate physical domain. It’s a scientific fact' any future policy should consider the relationship between EMS and Space. As Dr Jeff Reilly points out, the EMS empowers space, allowing it to supply key enablers for the domains of air, land and sea, in turn facilitating the ability to influence the human domain.

Similarly, in the space domain, the UK’s JCN 1/7 and JDP 0-30 both recognise how other domains are dependent on space, making it a critical enabler for the three traditional domains of air, maritime and land. Operating within, from and assuring access are all critical components of the space domain in addition to factoring in system resilience and redundancy. JDP 0-30 characterises a ‘day without space’ as affecting strategic communications, command and control and ISR. While the doctrinal focus on space is encouraging, it fails to present solutions or concepts to meet the challenge of synchronising ‘space activity with that conducted in the cyber, maritime, land and cyber domains.’

It also outlines offensive and defensive space control measures that it can take to prevent the loss of space capability and maintain space situational awareness. However, it falls short in explicitly highlighting the connective tissue between EMS and space. Without unrestricted access to the EMS domain, the space domain could not function. Without both, the traditional air, maritime and land domains in a future conflict will struggle to operate.

In briefly analysing the traditional domains of air, maritime and land, elements of current doctrine recognise the interconnected nature of actions in and through domains. JCN 1/17 states, ‘In their contribution to joint action, maritime forces will support land and air forces with cross-domain logistic support, ISR and power projection as part of a full spectrum approach. The maritime domain is similarly subject to actions from all other domains.’

In considering the future operating environment, JCN 1/17 provides an encouraging list of roles and capabilities for maritime projection as well as future systems such as directed energy weapons, hypersonic weapons and autonomous systems. These will all be relevant capabilities in any future MDO peer–on–peer fight. Similarly, JCN 1/17 states that the land domain is a supported and supporting force for the other domains, enabling effective integration and action. Finally, when considering air, JCN 1/7 provides a comprehensive vision of the contested, congested air environment that will be the norm. First, with threat actors gaining access to more disruptive technologies, the prospect of losing control of the air becomes highly likely. Instead, effects and domain awareness inside the air domain will rely upon capabilities from other domains in order to combat complex air defences, passive sensing, hypersonic capabilities and swarming tactics. The delivery of effects will rely on access to, and the ability to mitigate denial within the EMS, as well as sufficient bandwidth to operate. JCN 1/17 designates ‘air focus’ areas. These are similar to the other domains: operate and command in degraded and denied environments, focus on technologies, seek synergies between platforms and the need for cross-domain integration.
While UK Doctrine does not identify a human domain, it does recognise the importance of influence activities through its approach to Joint Action. Joint Action is a deliberate military approach to affect an actor’s will, understanding and capability, and the cohesion between them to achieve influence. A combination of manoeuvre, fires, and outreach and information activities combined can act to deter, coerce, persuade and change adversary behaviour. Recognising this is a key component to a successful MDO, integrated operations or domain superiority will not be sufficient to achieve this. In considering the totality of current doctrine, what becomes apparent is achieving MDO and the integration required on paper is extremely easy to (over)state but in reality is a monumental challenge to execute. Historically the UK has undertaken focused efforts to achieve service integration; Air-Land Integration (ALI) in Iraq and Afghanistan, Air-Maritime Integration (AMI) in Libya, Air Space and Air-Cyber integration as part of the fight against ISIL. Lessons identified from these efforts include a better understanding of co-ordination of forces, command and control, flexibility and tempo, common understanding, effective training and the impact of operating in a contested environment. Sharing joint doctrine and collaboration with partners and allies to come to common understandings of MDO and an MDO approach is vital, especially now as the UK and its allies must react to an ever-evolving and threatening range of peer and non-peer adversaries.

This transition from a cross-domain strategy to MDO is a reaction to a changing strategic environment. Countries such as China continue to prepare for and deliver elements of their unrestricted warfare doctrine, seeking to use all means, including armed force or non-armed force, military and non-military, and lethal and non-lethal means to compel the enemy to accept one’s interests. At the forefront of Chinese thinking is the EMS and the need to dominate it. In 2014, Alan Shaffer, the Pentagon’s Research and Engineering Chief, publicly stated that the US had lost its dominance in the EMS. While China in 2015, through its establishment of the Strategic Support Force, formalised its efforts to synchronise activities within the EMS, bringing together Cyber, EW and Space. For the UK, with fewer strategic interests in the Pacific region, China does not represent a competitor state in the same way that the US views it. However, Russia too has invested time and money in EMS, and the UK, with its geographical proximity and its NATO commitments in Eastern Europe, finds itself more relevant to that threat. A report published in September 2017 by the International Centre for Defence and Security in Estonia outlines the challenges members of NATO face as Russia builds on its capabilities in the EMS; a “total package” including capabilities to ensure Russia dominance in the EMS.

Just like China, Russia has embarked on a strategy of maximising the EMS, recognising it as a distinct domain and building structures around it. The UK, like the US, is behind in operating within and maintaining control of the EMS. A recent House of Commons Defence Committee Report has called for additional funding for EMS concluding, “the UK needs to be in a position to deter and challenge peer adversaries equipped with a full range of modern military technologies who seek to use them in ways that confuse our traditional conceptions of warfare.” In developing a better understanding of the changing strategic environment,
EMS as a domain (a combination of Cyber and EW) is surely an urgent necessity. As the then Chief of Defence Staff Sir Stuart Peach articulated, ‘to understand, manage and control the electromagnetic environment is a vital role in warfare at all levels of intensity. The outcome of future operations will be decided by the protagonist who does this to decisive advantage.’

With a solid understanding of the contemporary doctrinal and conceptual debates that are ongoing, we reconsider Fighter Command and specifically 11 Gp’s employment of MDO concepts consistent with the notion of the continuum of domains. On 1 May 1936, 11 (Fighter) Group re-formed, transferring to RAF Fighter Command on 14 July 1936. In 1940, 11 Gp significantly, was responsible for the Air Defence of London and the South East during the Battle of Britain, using approximately 40% of Fighter Command’s assets. This was by far the most operationally active Group during the Battle and therefore provides one of the most complete perspectives when considering MDO. The stated objective of Fighter Command, of which 11 Gp was a key component, was ‘to remain in being and offer undiminished and constant opposition, thus denying the Luftwaffe air superiority.’ The German objectives were twofold: destroy the RAF as a fighting force and degrade the UK economy by attacking ports and industry. A critical element to meet the objective of Fighter Command and counter the Luftwaffe was the Dowding System, a revolutionary integrated air defence system and ultimately the key element during the Battle of Britain for Fighter Command and 11 Gp from an Electromagnetic dimension.

The Dowding System was the world’s first air defensive network, its creation entrusted to Air Chief Marshal Sir Hugh Dowding, Chief of RAF Fighter Command. This system was an interconnected mesh of radars, ground-based observers, barrage balloons, searchlights and anti-aircraft divisions used to provide early warning of incoming air threats flying towards the English coast. In total, nine Chain Home Radar Direction Finding (approximately 30 miles apart), twenty-two Chain Home low-looking radio direction-finding stations, and twenty-four mobile stations were utilised during the Battle of Britain. British scientists had developed these radar systems since 1935. In addition to this, anti-jamming equipment was deployed to prevent German attempts to jam the Dowding system. Integrated into this were sector control rooms, filter rooms, plotter rooms and communication links all directly contributing to ‘Fighter Command’s situational awareness, survivability, and lethality.’ In modern terms, when considering the continuum of domains, Fighter Command and 11 Gp utilised this system as its critical element within the EMS domain to facilitate on-demand access to enable parity of air control. The result was a German leadership that faced frequent decision-making challenges. As German ace General Adolf Galland, who at the time of the Battle was a fighter group commander, stated after the war ‘From the first the British had an extraordinary advantage, never to be balanced out at any time during the whole war, which was their radar and fighter control network and organization.’

The assimilation of the data provided to the filter rooms showed the true success of the radar system, heavily utilised by 11 Gp who faced a constant flow of German aircraft from across
the channel. In modern terms, filter rooms acted as fusion hubs, combining numerous radar pictures and providing inputs to leverage response options for fighter aircraft. It also had the challenge of determining friendly tracks from enemy ones. Chain radars' maximum range was limited to approximately 120-200 miles, with an average of 80 miles and could provide limited data (range, bearing) for aircraft above 1,000 feet with an approximate 20-minute warning. Chain Home Low radars were limited to 30 miles range and could provide accurate azimuth but not height. Success was much higher during the day than at night. Signals Intelligence and observers acted to pre-empt or confirm the movement of enemy aircraft, augmenting the radar network. Signals Intelligence through the interception of High Frequency radio could provide a 2-hour warning and give insight into aircraft numbers, types and routes. Significantly, the use of Radio Telephony Direction Finding automation from selected friendly aircraft providing ground radar friendly position data contributed to accurate vectoring against the incoming enemy. The employment of the Dowding system, combined with intelligence and fusion in the EMS domain resulted in the ability of Fighter Command and 11 Gp to react and manoeuvre rapidly in the air domain to meet German air raids, employing small formations of assets to affect the enemy, while limiting losses in the air and on the ground. This was a defensive strategy executed by Air Vice-Marshal Keith Park in command of 11 Gp. Park was later described by Air Vice−Marshal 'Johnnie' Johnson, the RAF's leading Second World War ace, as 'the only man who could have lost the war in a day or even an afternoon'. Park executed the defensive strategy laid out by Dowding, partly because of the intimate knowledge of defensive systems and strategy he had gained between 1926 and 1932, while under his command. In executing this defensive air strategy, focused application by 11 Gp at the squadron level was central to success. The simplicity of the strategy introduced indecision and confusion into the German leadership, sowing seeds of doubt into the German air strategy. The Luftwaffe's tactics from the outset sought to draw the RAF into a decisive battle. Large formations were sent over England with the sole purpose of luring in RAF fighter aircraft, predominantly from 11 Gp. The use of smaller formations of 8-12 bombers with 9-30 escorts sought to achieve this objective. The German leadership had expected a more decisive response from 11 Gp aircraft, but instead faced small but constant piecemeal skirmishes. This approach, with a mere 250 aircraft, had three main objectives set by Park. First, the objectives of his squadrons were to interdict the bomber aircraft destined for airfields and cities. Park recognised that in order to survive, a purely fighter vs fighter campaign would end in disaster. Second, Park recognised that, with limited numbers, his bases in the South were vulnerable and so early and effective interdiction of German bombers was critical. Third, because of a shortage of experienced pilots and recovery means, engagements over land were preferred. Park's strategy was counter to those in command around him (12 Gp for example) who preferred the 'big wing' tactic where numerous squadrons would mass to seek a knockout blow. This, however, was time-consuming and counter to the objective to ensure localised air control, providing just enough to facilitate manoeuvre space. 11 Gp was able to sustain constant pressure on the Luftwaffe through the continuous use of well-directed small-scale packages of fighter aircraft against
bomber forces and fighter escorts. In addition to this, 11 Gp had a distinct advantage against the Luftwaffe because the proximity of its airfields to the German threat which had massed in France. Being closer increased RAF reaction time as well as limited the ability of the Luftwaffe to mass large formations before being intercepted or engaged. Through the effective use of the EMS domain (in essence the Dowding System), be that through identification, command and control or jamming, 11 Gp aircraft were able to rapidly concentrate small formations of fighter aircraft, to disrupt German bombers in the air domain, degrade German fighter escorts as opportunity presented, but more importantly strategically delay Operation SEALION, the invasion of the United Kingdom.

In considering the Human Domain, analysis of the distinct leadership approaches and decision-making taken by Dowding and Park in contrast to the Germans’ provides useful insight. Dowding and Park shared in their belief about a common strategy and tactical employment of assets based on the assessment that the Luftwaffe would focus its objective on the targeting of Fighter Command. This vision was supported by a fully decentralised command and control ecosystem to support dispersed forces. This was however was not a vision supported by all or communicated well. Additionally, in creating sectors, Dowding thrust Park into a central role with 10 Gp in the Southwest and 12 Gp in the North in supporting roles. The frictions created by this arrangement and lack of clarity in communication by Dowding had the potential to undermine the overall vision. In particularly, Air Vice-Marsh Leigh-Mallory commanding 12 Gp (who had wanted to be 11 Gp Commander) believed he had more time to react and thus could use different tactics to attempt to shoot down as many aircraft as possible. He also believed that his tactics be employed by all Gp’s. This was never to be the case.57

Because of the tempo and geography of the battle that Park and 11 Gp faced, over the course of the Battle, he issued 35 instructions to his Group a significant number in comparison to his peers and his way of ensuring a common understanding of the operational picture as well as his intent. Significantly, instructions were not orders, as per British military regulation, and therefore were open to interpretation as the operational environment required.58 This afforded latitude in Mission Command and significantly increased the speed of information sharing throughout the defensive network. Park, supported by this ecosystem, executed a strategy designed to make the Germans ‘give up if he becomes convinced that he is getting nowhere.’59

In contrast was the German organisation and demeanour. In 1940, the Luftwaffe’s Head of Intelligence, Major Josef Schmidt, surrounded himself by staff that he hand−selected but were sub−standard in capability. His team issued a series of reports to the General Staff indicating that the Battle of Britain could not only be won, but would be a total pushover. Reports provided on 2 July 1940 painted a picture of inferior aircraft, limited operational airfields, a small-scale aircraft industry and an inflexible command structure. It also suggested that Britain’s air defences were weak, which was a significant miscalculation.60 Most significantly, on assessing radar, ten separate agencies all contributed to an assessment but failed to share
their findings; this was a highly effective system that if not dismantled was likely to create significant challenges to the Luftwaffe. Yet in 1940, the German Luftwaffe lacked a clear air strategy against the UK. Göring and subsequently Hitler provided broad guidance to include targeting aircraft, ground supply, factories, and people in order to gain air superiority. The Luftwaffe was also to be prepared to support Operation SEALION. Even when Göring launched Operation ADLERANGRIFF (Eagle Attack) and issued his initial attack directive, the objectives were broad in nature, undermined by continuous over-estimation of German capability in relation in the RAF. Significantly, this meant an underestimation of the significance of radar and the vital role it would play in preventing German success. As one German officer stated, this lack of clarity about the complexities of a strategic bombing campaign as well as gaining air superiority was just ‘romantic warfare’.

It is unsurprising that the German reaction to encountering the Dowding system was disbelief, surprise and upright arrogance. They had anticipated an inflexible system, prone to mass attack. Yet, during the Battle of Britain, the actions of Fighter Command and specifically 11 Gp supported by the Dowding system not only acted as an accelerant to German attrition: they also created havoc in the leadership of the Luftwaffe. Poorly organised for an offensive counter air−fight or a meaningful strategic bombing campaign, and presented with poor intelligence, the German leadership were unable to confirm if its bombing efforts were rendering Fighter Command inoperable or weakening defences in Southern England. It therefore continued to fight. Over−inflated estimates of aircraft destruction aligned with optimism in the early stages that ‘the RAF would be neutralised in some two to four weeks’, added to the confusion that followed. In contrast to the broad unity of command displayed by Dowding and Park, the German leadership lacked co-operation and co-ordination, and was blighted by rivalry. Officers frequently embellished reporting provided to Göring. Overall, the German leadership in the Luftwaffe did not know what was going on. Significantly, the Luftwaffe did not fully grasp how the UK radar network operated. The inability of the Luftwaffe to destroy radar masts, poor intelligence assessments about sub surface operations rooms and a lack of accurate Battle Damage limited damage to the RAF radar network.

This was not to say that the Germans did not attempt to use the EMS and develop their own radar system. The success that this could have yielded was deeply limited by a doctrinal focus on offensive destruction of the enemy and its aircraft on the ground, vice the employment of a defensive network. Between 1936 and 1938, Germany had tested radar out to a range of 120km. Between 1937 and 1939 they created a coastal chain radar system that could have been highly successful if they had sought active integration into the wider military command and control network. The Germans also attempted to employ radar in France in the initial stages of the Battle, but failed to maximise radar to monitor RAF reactions. In addition to this, the utilisation of radio beam technology called ‘Kniekebein’ sought to improve targeting at night, which initially was extremely effective, although ultimately the development by RAF Intelligence of a means to detect this resulted in the capability being routinely jammed.
Adlertag ‘Eagle Day’, which began on 12 August 1940, was Göring’s effort to refocus on gaining air superiority as well as targeting the Royal Navy in order to set the conditions for Operation SEalion.12 August 1940 and the days immediately after it, serve as a good example of a specific part of the Battle of Britain in which both sides sought to maximise manoeuvre within the EMS domain, providing cueing for air assets, while seeking to compel the other side to over-commit and be drawn into further air attrition. The Luftwaffe expected this to be ‘the beginning of the end of Fighter Command.’ A Luftwaffe operational trials wing, Erprobungsgruppe 210, was formed using BF109 fighter-bombers to conduct focused attacks against UK targets, specifically radar sites. Attacks began against the Ventnor radar site on the Isle of Wight, as well as five other airfields including Manston, Hawkinge and Lympne. What followed was a package of almost 500 bombers and fighters (in loose escort) heading for Portsmouth. Yet, radar, whilst degraded, was able to identify and help vector fighters to respond and, more importantly, could be regenerated quickly when damaged. This showed the Luftwaffe pilots that they were detectable from the moment they launched, observed by what some called ‘the evil eye of these invisible signals.’ While Luftwaffe fighters circled craving a decisive engagement, Park launched attack after attack against bombers with devastating results.

On 15 August, known as ‘Black Thursday’ by the Luftwaffe, 75 aircraft were lost against RAF losses of 34. The Luftwaffe leadership refused to accept the reality of the situation and, playing into Park’s hands, felt compelled to provide a surge of fighter sweep and fighter escort sorties. German leadership called by Göring, fought to explain how Eagle Day had been such a disaster. Attacks by Unit 210 against radar sites failed in planning and execution. It was highly unlikely an attack would destroy a radar site, but persistent daily attack could assist in disrupting it. Attrition rates of the Stuka bomber force further compounded the task. Göring responded by calling for even greater numbers of fighters to protect the Stuka bombers (ratio of one Stuka wing to three Fighter wings) in essence stretching their remaining force even further. He eventually stopped using the Stukas entirely. He provided further instructions that included limiting attacks on radar stations airfields that were attacked on the previous day, as he did not believe the attacks were having a significant effect. On 20 August 1940, orders to the Luftwaffe were to launch continuous attacks against the RAF on the ground, as well as industry and ports in an attempt to provoke the RAF into prolonged battle. The Germans were never able to assess the impact of this strategy, but the losses continued to mount for the Luftwaffe. The Luftwaffe had 25% more aircraft shot down than the RAF as well as seven times the rate of aircrew killed. Inaccurate intelligence assessments further complicated decision-making. Intelligence assessed that by the end of August 1940 the RAF only had 100 fighter aircraft left, when in fact the number was close to 700.

Göring’s lack of strategy as well as his overconfidence and egotism had directly contributed to the survival of Fighter Command and 11 Gp. He had also created a divide within his own organisation; tensions between fighter and bomber units, compounded by his own self-interest and preservation, prevailed. In comparison, Dowding and Park had developed
a strategy that used EMS to detect aircraft, combined with focused, selective fighter engagement within the air domain mainly against bombers to force a change in behaviour by the German leadership. In England, morale of the population was high, as news of the limited RAF losses of aircraft and pilots spread as well as the mounting German losses. The Germans lost more aircraft in the week of 12 Aug 1940 than in the entire previous month. Validation of the Dowding system was supported by the decision making of Park and actions of 11 Gp. By September 1940, as sortie rates for Luftwaffe fighter pilots rocketed, morale quickly slumped. Unlike the rotations to the north of England that Dowding and Park were able to make for aircrew, there was limited respite for the Luftwaffe crews who began to lose a sense of purpose. In being compelled to surge aircraft, the Luftwaffe failed to stop Fighter Command, failed to gain the air superiority needed for Operation SEALION, and changed targeting strategies. 15 September 1940 now remembered in Britain as ‘Battle of Britain Day’ reminded the Germans that Fighter command and 11 Gp were alive and well. Park scrambled 170 Hurricanes and Spitfires to meet a raid destined for London.

The actions of Fighter Command and specifically 11 Gp undoubtedly contributed to the ultimate outcome of a German defeat during the Battle of Britain, especially with the majority of air activity taking place in and around London. Figure 2 provides a graphical representation of how the interdependence of domains as part of the continuum model resulted in an effect on German decision-making, the Luftwaffe leadership and operators, as well as the perceptions of the German population. Much has been made of German equipment shortfalls, especially the lack of a strategic long-range bomber. Even with a strategic bomber, bombing accuracy would have remained an issue and more significantly, the tactics and techniques employed by 11 Gp would have remained unchanged. The Luftwaffe failed to concentrate on the relevant Centre of Gravity, which was Fighter Command and specifically the Dowding system, Command and Control, aircraft and pilots. Intense, sustained attacks against radar sites and Sector Operations Rooms may have resulted in a different outcome. However, as evidenced by

---

**Figure 2: Continuum of Domains and their inter-dependence during the Battle of Britain.**
the erratic actions of Göring, a lack of informed strategic decision-making is likely to have been one of Germany’s greatest shortfalls. In considering the role of radar within the EMS, employed to facilitate Fighter Command’s strategy, the RAF and German leadership made decisions in two very different ways.

The Cynefin Model or framework (Figure 3 refers) helps leaders to determine context to characterize a problem or situation in order to make appropriate choices or decisions. The model makes it possible to try to explain some of the effects that the exploitation of domains had on British and German leaders and organisations within the Human Domain during parts of the Battle of Britain. The Cynefin model, presents five components: simple, complicated, complex, chaotic and disorder. These represent ordered on one side (simple and complicated), unordered (complexity and chaos) the other and disorder in the middle.

In considering the actions of 11 Gp and the Battle of Britain, Park, within the human domain was able to retain a high degree of decision making order. If we consider the decisions made within 11 Gp, much of the activity of the network of radar stations, sector control rooms and observers falls somewhere between the realm of simple and complicated, i.e. ‘known knowns’ and ‘known unknowns’. These components are characterized by leaders who ‘sense, categorize, and respond’ on the one hand, and ‘sense, analyze, and respond’ on the other. Park and his command of 11 Gp centered upon shared understanding and the ability to respond using established operating procedures and developed practices. In the shadow of particularly demanding days, Park was able to spend time analyzing how the system responded to the German threats and improve best practice if needed. On 13 September, with a period of bad weather, he spent time reading combat reports, synthesizing tactics and communicating his observations to his Sector Station Commanders. The Public Record Office is full of other
examples, such as memorandums, communications and tactical reflections shared routinely with units and stations. Park, over a period of five months, was able to anticipate his adversary’s moves and react quickly and decisively, earning him the title ‘Defender of London’. In contrast, the Germans lacked insight and knowledge of the RAF and the tactics and techniques that Park would employ. Göring miscalculated the importance of the EMS, specifically radar, in enabling Fighter Command operations. Göring’s overconfidence meant a shift away from a tactical support to land role that the Luftwaffe had performed so well previously, to a move toward strategic bombing in which the Luftwaffe had limited training, techniques and procedures. Further compounding these miscalculations was an arrogant, divisive and controlling leadership style in which tactical commanders who were Subject matter experts, were prevented from contributing to the decision making process. Göring viewed the attack on England as his battle, and in preparing for this failed to appropriately analyze and direct what to target, how to target and failed to gain local air superiority to allow the invasion of England to begin. This lack of understanding meant that Göring spent most of the Battle of Britain in complexity, creating ‘unpredictability and flux’ as well as routinely ‘seeking to impose a course of action’ on his subordinate commanders. The inability to adapt to the situation as it unfolded, in part because of the actions taken by 11 Gp led by Keith Park, resulted in poor decision making.

From a poor starting point, the Luftwaffe’s limited understanding of Britain’s defensive network, aerial tactics, nature of targets, knowledge of the aircraft industry, and RAF fighter tactics served to push Göring into crisis mode. As Eagle Day showed, Göring was unable to ‘act to establish order’ and respond to the situation he and the Luftwaffe faced. He could not identify a way to counteract Park’s fighter intercept policy; his bomber force was experiencing high levels of attrition and he was making mistakes. On 30 August 1940, partly in response to the continued bombing of Berlin (itself a response to an accidental German raid on London), Hitler lifted the ban on attacking London with the first attacks on 7 September. Göring had the chance to disagree, but did not. By 15 September, with raids continuing day and night, the Luftwaffe reached a tipping point. By 30 September, because of aircraft attrition, German attacks all but stopped. The shift of focus away from Britain’s Centre of Gravity – i.e. Fighter Command, was a strategic blunder, relieving pressure on Dowding’s forces. Hitler had not followed the assessment provided by the Luftwaffe Operations Group before the war in which they declared, ‘because of the increasing strength of the air defences, no decision could be hoped for by terror attacks on London. On the contrary, such attacks [are] more likely to produce the opposite effect and undesirably strengthen the national will to resist.’ Ultimately, the decision to shift focus was in part, because 11 Gp and Fighter Command were able to dominate the EMS, preventing the Luftwaffe from gaining air superiority over the UK and sending the Luftwaffe into disorder. The Luftwaffe showed that once in disorder, sensemaking and decision making becomes extremely difficult to achieve as indicators of disorder are less obvious and if decision makers do not adjust it is easy to remain stuck in ambiguity and uncertainty.
Multi-Domain Operations

MDO is greater than just the physical elements of fusing information, command and control or providing data to decision makers. Focusing on the physical linkages enabled by technology is the easy part of the MDO journey. Re-evaluating current definitions and doctrine provides an opportunity to understand how to leverage the relationships between domains as a whole, as well as the ultimate goal: to shape the human domain. Renewing the historical vision of 11 Gp during the Battle of Britain through the lens of MDO current thinking shows how air power thinkers have already been considering and exploiting these relationships. Understanding the relationships between domains, how to access, exploit and control dependencies between domains and how to directly affect decision makers, is an art and not a science. There are numerous historical examples of MDO in action. The actions of Keith Park and 11 Gp during the Battle of Britain allow for basic analysis that provides a glimpse of the simplicity and complexity of MDO. Developing a UK, Service-specific, Joint and allied MDO conceptual framework, organisational framework and strategy is not easy. Our adversaries, however, are unlikely to repeat Göring’s mistakes. We must therefore accept the challenge just as the leaders of 11 Gp and Fighter Command did in 1940.
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